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Abstract—Time-division multiple access (TDMA) based medium
access control (MAC) protocol provides a promising solution to
well support delay-sensitive safety applications in vehicular ad hoc
networks, since a time-slotted access scheme ensures the trans-
mission within the ultra-low delays. However, due to the varying
vehicle mobility, existing TDMA-based MAC protocols may result
in collisions of slot assignment when multiple sets of vehicles move
together. To avoid slot-assignment collisions, in this paper, we pro-
pose a mobility-aware TDMA MAC, named as MoMAC, which
can assign every vehicle a time slot according to the underlying
road topology and lane distribution on roads with the consider-
ation of vehicles’ mobilities. In MoMAC, different lanes on the
same road segment and different road segments at intersections
are associated with disjoint time slot sets. In addition, each vehicle
broadcasts safety messages together with the time slot occupying
information of neighboring vehicles; by updating time slot occu-
pying information of two-hop neighbors (obtained indirectly from
one-hop neighbors), vehicles can detect time slot collisions and ac-
cess a vacant time slot in a fully distributed way. We demonstrate
the efficiency of MoMAC through theoretical analysis and exten-
sive simulations; compared with state-of-the-art TDMA MACs, the
transmission collisions can be reduced by 59.2%, and the rate of
safety message transmissions/receptions can be greatly enhanced.

Index Terms—Vehicular ad hoc networks, medium access con-
trol, TDMA, slot assignment, mobility.

I. INTRODUCTION

DRIVING safety has been the top priority in intelligent
transportation systems (ITS), since there is a large num-

ber of traffic accidents every year, which not only endanger
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people’s life but also cause great economic losses. Transmitting
warning messages about dangerous traffic conditions among
vehicles through vehicular ad hoc networks (VANETs) has
emerged as a promising solution to enhance driving safety [1],
[2]. In VANETs, most of the high-priority safety-related mes-
sages are broadcast in either the vehicle-to-vehicle (V2V) mode
or the vehicle-to-road-side-unit (V2R) mode. Specifically, in
the V2V communication mode, every vehicle needs to peri-
odically broadcast their status information including position,
velocity, heading direction, acceleration and turn signal status,
to all neighbors within one-hop. With such timely updated infor-
mation, the application layer can support services such as pre-
crash sensing, blind spot warning, emergency electronic brake
alert, and cooperative forward collision avoidance [3]. On the
other hand, in the V2R communication mode, every road-side
unit (RSU) periodically broadcasts information such as the traf-
fic signal status, road surface type, weather conditions, speed
limits and the current traffic condition, to all nearby vehicles,
whereby, services such as traffic management, transportation ef-
ficiency and user infotainment services [4] can be provided. All
these applications rely on broadcast communication, and thus
we need to carefully design Medium Access Control (MAC) pro-
tocols to support reliable one-hop broadcast, i.e., with medium
access delay guarantee and transmission collision avoidance.

In the literature, various MAC protocols have been proposed
for broadcast communication in VANETs, which can be catego-
rized into the contention-based and contention-free MACs [5]–
[8]. In general, contention-based MACs such as IEEE 802.11p
are efficient when the number of contending vehicles is small.
However, the access delay will grow to significant level when the
number of users involving the back off procedure is large; there-
fore the efficiency of the MAC protocol degrades, especially
in dense traffic conditions [9], [10]. In addition, the RTS/CTS
scheme is disabled in broadcast mode for fast response, which
will aggravate the hidden terminal problem. Intuitively, it is
challenging to design an efficient MAC for reliable broadcast
services under realistic VANETs. First, to support high-priority
driving safety applications, safety messages need to be period-
ically broadcasted with a high frequency, i.e., normally 10 HZ
(every 100 msec) [3], which poses great pressures on medium
resource management and medium access delay guarantee. Sec-
ond, due to the variable network topology, diverse spatial den-
sities of vehicles and the hidden/exposed node problems, the
MAC should work with a strong scalability, i.e., seamlessly
adapting to dynamic communicating environments [11]. Third,
the lack of infrastructures in VANETs makes it hard to achieve
fine-grained coordinations without global information. To these
ends, TDMA-based MACs have demonstrated their efficacy in
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Fig. 1. Mobility causes merging collisions with prior TDMA-based MACs.

VANETs [5]–[7], since a predefined time-slot-usage is suitable
for periodical broadcasting in a distributed way. In TDMA-
based MACs, time is partitioned into frames, each of which has
a constant number of equal-length time slots. Time slots are syn-
chronized among vehicles and each vehicle is granted to access
the channel at least once in each frame by occupying a time slot.

In existing TDMA-based MACs, if every vehicle is perfectly
assigned with a unique time slot then the stringent delay require-
ment of the safety message delivery can be guaranteed since
no transmission collision would happen. However, as vehicles
change mobility constantly in real-world driving scenarios, the
performance of existing TDMA-based MAC protocols will de-
grade dramatically due to the collision of slot assignment when
multiple sets of vehicles move together, which is called merging
collision. Fig. 1 shows how merging collisions occur due to the
vehicle mobility when adopting existing TDMA-based MACs.
Specifically, in Fig. 1(a), vehicles are moving in lanes with dif-
ferent speed limits towards the same direction. At the initial
stage, the vehicle set A and vehicle set B are separate from each
other and vehicles in each set occupy a unique time slot for data
transmission. As vehicles in set A move faster and catch up with
vehicles in set B, the two sets overlap, making it possible that
vehicles in set A and B use the same time slots and thus causes
collisions. Fig. 1(b) shows how merging collisions happen at an
intersection. When a previously independent vehicle set C ap-
proaches the intersection, it overlaps with the vehicle set B and
thus merging collisions happen. To make things worse, if the
vehicle set C stops at the intersection due to a red light, it will
continuously collide with all sets traversing in front of it. An-
other significant side effect of red traffic lights is that they make
vehicles slow down until completely stop, which means that
incoming vehicle sets on the blocked road join the merging sets
at the intersection, leading to more severe merging collisions.
Contradictorily, it is intersections that have the greatest need for
reliable data communication to guarantee driving safety. There-
fore, it is important to take into account those identified merging
collisions when designs TDMA MAC protocols for VANETs.

Unlike other types of mobile users, the mobility of a vehicle
is quasi-predictable, as the movement is constrained by road
layout and the traffic regulations, e.g., road signs, traffic lights,
etc. It has potential to taking advantage of such predictability
of the vehicle mobility to reduce the merging collisions [12]–
[15]. We have the following two important observations from
the real-world vehicular conditions: 1) vehicles may converge
and diverge from time to time due to their distinct velocities
and routes; 2) the design of the road topology and lane layout
can statistically reflect the actual mobility demands of vehicles.
Specifically, vehicles in the same lane share relatively similar
mobility; if the vehicle wants to speed up or slow down, it will
first choose to change a lane, and vehicles moving in the fast lane

will always catch up with vehicles in the slow lane. Likewise,
vehicles will eventually move together at the intersection due to
the road topology limit. Inspired by this, we propose MoMAC,
an innovative mobility-aware TDMA MAC protocol, which can
assign time slots elegantly according to the underlying road
topology and lane distribution on roads. In MoMAC, different
lanes on the same road segment and different road segments at
intersections are associated with disjoint slot sets, i.e., assigning
vehicles that are bound to merge, with disjoint time slot sets.
The beauty of this design is that each vehicle can easily obtain
the collision-avoidance slot assignment as long as the vehicle
has a lane-level digital map and knows its current information
of belonging to which road and which lane, which can be eas-
ily obtained by all the navigation systems [16]–[18]. To achieve
common agreement about the usage of slots among neighboring
vehicles, we propose a fully distributed slot assignment scheme,
in which each vehicle selects a free slot according to the re-
ceived slot-occupying information from neighboring vehicles.
Specifically, in addition to application data, each vehicle also
broadcasts the information with IDs of its one-hop neighboring
vehicles and slot indexes used by them. In doing so, transmis-
sion collisions can be detected by verifying the consistence of
neighboring messages and all vehicles can keep tracking the
link state changes in the moving. We analyze the performance
of MoMAC theoretically in terms of average collisions, packet
overhead and medium access delay. In addition, we conduct
extensive simulations considering various road topologies and
traffic conditions and the results demonstrate the efficiency of
MoMAC by checking the metrics of collision rate and safety
message transmission/reception rate. Compared with state-of-
the-art TDMA MACs, i.e., ADHOC MAC [5] and VeMAC [6],
the transmission collisions can be reduced by 59.2%. The main
contributions of this paper are summarized as follows.

� We identify two common mobility scenarios which would
result in massive merging collisions; however, existing
TDMA-based MACs do not consider and handle them
well.

� We design a mobility-aware TDMA MAC, named as Mo-
MAC, to enhance the reliability of safety message ex-
change for safety applications. In MoMAC, the medium re-
source is assigned according to the underlying road topol-
ogy and lane distribution on roads. With MoMAC, time-
slot-collisions caused by vehicles’ relative movements on
multi-lane roads and merging together at intersections, can
be relieved.

� We evaluate the average number of collisions theoretically
for existing TDMA-based MACs and MoMAC to demon-
strate the efficiency of the MoMAC design. In addition, the
packet overhead and medium access delay are analyzed to
verify the feasibility of MoMAC.

The remainder of this paper is organized as follows. Section II
presents the related work. We describe the system model in
Section III. Section IV elaborates on MoMAC design. Perfor-
mance analysis is carried out in Section V. We conduct ex-
tensive simulations to evaluate the performance of MoMAC in
Section VI. Finally, we conclude this paper and suggest future
work in Section VII.

II. RELATED WORKS

There have been adequate studies on TDMA MACs for
VANETs. A survey about TDMA-based MACs is present in the
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work [19], in which, Hadded et al. first discussed the characteris-
tics of VANETs and the special real time requirements of safety
applications, then identified the reasons for using the TDMA-
based MAC paradigm in VANETs and provided an overview
of proposed TDMA-based MACs; in addition, the characteris-
tics, benefits and limitations of these MACs were discussed and
compared.

Centralized TDMA MACs are proposed in studies [20]–[22],
in which, time slots are assigned by a central controller. For
instance, in the work [20], Zhang et al. used a RSU as a central-
ized controller to collect the channel state information and the
individual information; then the controller can calculate the re-
spective scheduling weight factors, based on which it can make
scheduling decisions. However, the method requires a large
number of RSUs which limits the scale of the network. Other
works [21], [22], chose cluster heads as central controllers; vehi-
cles were partitioned into several clusters and each cluster chose
a head as a controller. However, the method is not practical in
VANETs due to the highly dynamic features of VANETs, where
it is challenging for clusters forming and cluster heads selection
as vehicle topologies change over the time. As a result, many
studies focus on distributed TDMA MAC designs, in which,
each vehicle manages the time slot by itself. The main chal-
lenge in distributed TDMA MACs is how to coordinate among
vehicles to use time resource efficiently without global network
knowledge. The ADHOC MAC protocol was proposed in the
work [5], where a wireless communication channel was set to
a slotted/framed structure and coordinated with the well-known
Reservation ALOHA (R-ALOHA) protocol [23]. Each node not
only transmits its application data but also reports the status of
time slots used by its neighbors; by collecting such information,
collisions can be detected. Lyu et al. designed a slot-sharing
TDMA MAC, referred to as SS-MAC [7], to make multiple
vehicles (with distinct beacon rates) share a time slot by ne-
gotiation in real time, which can help save time slot resources
when the vehicle density is high. However, those researches do
not consider the moving characteristics of vehicles, which may
degrade the performance in real-driving scenarios. Taking the
transmission collisions caused by vehicular movements in oppo-
site directions into consideration, Omar et al. proposed VeMAC
[6] protocol for reliable broadcast in VANETs; VeMAC assigned
disjoint sets of time slots to vehicles moving in opposite direc-
tions to reduce transmission collisions. ATSA (Adaptive TDMA
Slot Assignment) MAC [24] tried to enhance VeMAC protocol
when the densities of vehicles moving in opposite directions are
not equal, in which, the frame length was dynamically doubled
or shortened based on the binary tree algorithm. In both two
MACs, the authors just considered the stable moving situations,
where the speed, moving direction and distance among vehicles
are constant; this kind of setup is not convincing in practical
VANETs. In the work [25], Jiang et al. proposed PTMAC, a
prediction-based TDMA MAC to reduce packet collisions in
VANETs. In PTMAC, two-way traffic and four-way intersec-
tions were considered; by collecting speed, position, and mov-
ing direction information from neighbors, PTMAC predicted
the possibility of encountering collisions and tried to decrease
the potential collisions. However, PTMAC has to find interme-
diate vehicles to do potential collision detection and potential
collision elimination, causing extra coordinating overhead and
delay; moreover, the method needs intermediate vehicles for co-
ordinating, which limits the usage when no intermediate vehicle
exists in the environment.

Fig. 2. Illustration of the system model.

III. SYSTEM MODEL

Our system model includes three main parts, i.e., wireless
communication unit, road geography unit, and vehicles, as
shown in Fig. 2.

Wireless communication: All entities in the network commu-
nicate via Dedicated Short Range Communications (DSRC),
which contains one Control Channel (CCH) and multiple Ser-
vice Channels (SCHs) with two optional bandwidths of 10 MHz
and 20 MHz [26], [27]. The CCH is essential and used to transmit
high-priority short messages (such as periodic or event driven
safety messages) and control information (such as negotiation
of SCHs usage among vehicles), while SCHs are used for user
applications. In this paper, we focus on the design of an efficient
and reliable MAC protocol for the CCH, which is the corner-
stone for safety applications and multi-channel operations. To
control the medium access on the CCH, time is partitioned into
frames consisting of a given number S of fixed duration time
slots and each second contains an integer number of frames. To
access the medium, a node has to gain a vacant time slot in a
frame before it can transmit messages. In addition, the channel
is considered to be symmetric which has been evaluated by an-
alyzing collected real-world DSRC communication data in the
work [28]. Thus, a node x is in the communication range of
node y if and only if node y is in the communication range of
node x.

Road geography: We consider real-world road scenarios in-
volving highways and urban surface roads. We refer to a road
segment as the road segment in one direction partitioned by
two adjacent intersections. Road segments can have multiple
lanes with different speed limits and are interconnected by in-
tersections with traffic lights. We allow vehicles to have distinct
acceleration and deceleration performance and to take actions
such as overtaking or changing lanes whenever necessary.

Vehicles: Vehicles in the network have at least one DSRC
radio operating on the CCH and they have identical commu-
nication capability and the same communication range R. For
driving safety, each vehicle has to broadcast its status infor-
mation every 100 ms according to the requirement of safety
applications [3]. Each vehicle is equipped with a GPS receiver
that provides time reference and location information. For spe-
cific, the 1 pulse per second (PPS) signal provided by GPS
receivers is used as a global time reference to synchronize ve-
hicles. The rising edge of this 1PPS is aligned with the start of
every GPS second with accuracy within 100 ns even for low-
end GPS receivers [6]. Hence, at any instant, each node can
determine the index of the current slot within a frame. In ad-
dition, each vehicle has a lane-level digital map of the area of
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interest. Through GPS, each vehicle can obtain the information
of which road and which lane it belongs to, matured in all the
navigation systems [16]–[18]. Unlike previous position-guided
MAC protocols which rely on the accurate location information
of vehicles, MoMAC adopts the underlying road topology and
lane distribution on roads into medium resource allocation. It is
practical as the road topology and lane distribution are constant
and easily obtained. Furthermore, a vehicle just needs to know
which road and which lane it belongs to, which are classifica-
tion problems rather than a absolute positioning problem. As
classifying a GPS location to a specific lane and road segment
can tolerate localization errors ranging from meters to hundreds
meters, the inaccurate localization and temporary GPS shortage
have slight impact on the performance of the scheme.1

To facilitate time slot assignment in a distributed way, a ve-
hicle x needs to maintain the information of its neighboring
vehicles in one-hop and two-hop ranges and the information
lists are as follows:

� Ncch(x): the set of IDs of its one-hop neighbors, which
are updated by whether the node x has received packets
directly on the channel during the previous S slots. In
addition, the node x needs to broadcast this information
with application data in each transmission.

� N 2
cch(x): the set of IDs of its two-hop neighbors, indi-

rectly obtained from the packets transmitted by its one-hop
neighbors, i.e.,
N 2

cch(x) = Ncch(x)
⋃{Ncch(y),∀y ∈ Ncch(x)}.

� U(x): the set of time slots that have been used by vehicles
in the set of N 2

cch(x).
� G(x): the set of time slots pre-defined by MoMAC ac-

cording to the current position of x, which is the possible
set of time slots that x can choose from. G(x) would be
updated when x changes its mobility such as changing a
lane, approaching or leaving an intersection (elaborated in
the next section).

� A(x): the available set of time slots that x currently can
choose to use in the next frame. It is obtained based on the
sets of U(x) and G(x), i.e., A(x) = G(x) − U(x).

IV. MOMAC DESIGN

A. Preliminaries About TDMA-Based MACs

In TDMA-based MAC protocols, time is partitioned into
frames with each consisting of a fixed number of time slots.
When using the TDMA-based MAC protocol, vehicles are syn-
chronized via the GPS, and then every vehicle is assigned a
slot in a frame before it can transmit messages. Once a vehi-
cle obtains a slot successfully, it can use the same slot in all
subsequent frames until a transmission collision is detected. In
such protocols, neighboring vehicles within the communication
range of a vehicle constitute the one-hop set (OHS) of this ve-
hicle. If two OHSs overlap with each other, the union of these
two OHSs is referred to as a two-hop set (THS), i.e., each node
in a THS can reach any other node in the same THS in two
hops at most. Fig. 3 illustrates an example where the respective
OHSs of vehicle A and vehicle C form one THS with vehicle
B standing in between.

1In addition, to support future autonomous driving, the usage of HD (high
definition) map is necessary, which can easily provide lane-level position infor-
mation.

Fig. 3. Illustration of the hidden terminal problem and the THS.

Obviously, vehicles in the same OHS should select different
time slots to transmit messages. Moreover, vehicles in the same
THS should also choose distinct time slots for communication
in order to overcome the hidden terminal problem. The hidden
terminal problem can arise in a THS when two vehicles, locating
in each of the two OHSs respectively, cannot hear with each
other and decide to transmit a message in parallel. For example
in Fig. 3, vehicle A wants to transmit a message to vehicle B
and at the same time vehicle C wants to transmit a message
to vehicle D. As vehicle A is not within the communication
range of vehicle C, vehicle C thinks that the channel is free
and starts to transmit even though vehicle A has already started
the transmission. As a result, there is a collision at vehicle B.
To eliminate the hidden terminal problem when there is no
RTS/CTS mechanism, each vehicle should collect (passively
hear) and broadcast time slot-occupying information of one-
hop neighbors, to its OHS so that vehicles in one THS can
know all occupied time slots and detect possible collisions.
As in the above example, since vehicles A and C transmitted
simultaneously and caused the collision at the vehicle B, the
IDS of A and C will not be included in Ncch(B); if vehicle
B broadcasts this information with application data together,
vehicle A (and C) could detect the collision since B ∈ Ncch(A)
but A /∈ Ncch(B).

B. Design Overview

In VANETs, vehicles may converge and diverge from time
to time due to different velocities and routes. The collisions of
slot assignment would arise when vehicles merge together on
the move. Therefore, we need to assign disjoint time slots to
those vehicles are bound to merge, which is the key operation
of MoMAC. Specifically, the time slot assignment in MoMAC
has the following three focuses:

1) When vehicles move on a multi-lane road segment, we
take advantage of lane information to divide time slot
sets.

2) When vehicles are at an intersection, we utilize the topol-
ogy of the intersection, which converged by directional
road segments, to divide time slot sets.

3) When vehicles enter an intersection from a road segment
or leave an intersection to a road segment, we splice the
upper two schemes together according to the geographical
connection.

In the following subsections, we will first elaborate the three
focuses in the time slot assignment scheme subsection and then
present the time slot access approach for each vehicle.
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Fig. 4. Frames are divided into three slot sets, i.e., L, R, and F ; set R on a
3-lane road in the right direction is further split into 3 subsets, i.e., R1, R2, and
R3, with each lane using one corresponding subset.

C. Time Slot Assignment Scheme

We divide complex road network into individual road seg-
ments and intersections and assign slots for each of them so as
to minimize potential collisions caused by vehicle sets moving
together.

On multi-lane road segments: We partition each frame into
three sets of time slots, i.e., L, R, and F as shown in Fig. 4.
The F set is associated with RSUs, while the L and R sets
are associated with road segments in left and right directions,
respectively. A road segment is said to be a left (right) road
segment if it heads to any direction from north/south to west
(east) as shown in Fig. 4.

As vehicles moving in different lanes in the same direction
can also cause merging collisions, in MoMAC, sets L and R are
further divided into l subsets according the number of lanes l
in that direction, i.e., L1, L2, . . . , Ll and R1, R2, . . . , Rl . The
subset Li and Ri , i ∈ [1, l] is assigned to the ith lane in left and
right direction respectively, counted from the right direction;
the l can be different in left and right direction in the practical.
For example in Fig. 4, set R on a 3-lane road segment in the
right direction is further split into 3 subsets, i.e., R1, R2, and
R3, with each lane using one corresponding subset. Notice that,
in practical, the system sometimes may obtain the inaccurate
lane information or miss the lane-changing detection, due to the
technique problem. However, it has slight effect on MoMAC,
as each node holds the frame information of its THS, which
can help the node choose a free slot. Moreover, MoMAC can
still work like VeMAC in the worst case, when without lane
information.

At intersections: To eliminate merging collisions happening
at intersections as shown in Fig. 1(b), for an intersection, we
assign a separate slot set for each road segment entering the
intersection, called an inbound road segment. More specifically,
given a n-way intersection, a frame is partitioned into n + 1
sets of time slots, i.e., ©1 , ©2 , . . . ,©n , and F . The F set is as-
sociated with RSUs, while set ©k , k ∈ [1, n], is assigned to the
kth road segment entering the intersection counted anticlock-
wise from the north direction. In addition, set ©k , k ∈ [1, n], is
also assigned to the kth road segment leaving the intersection,
called outbound road segment, counted anticlockwise from the
south direction. Fig. 5 illustrates the slot assignment schemes
for different types of intersections. For example, a three-way in-
tersection is shown in Fig. 5(a). Because the road segment in the
north-south direction enters the intersection (denoted by a solid
arrowed line) and is the first road segment counted anticlockwise

from the north, set ©1 is associated with this road segment. In
contrast, the road segment in the opposite direction (i.e., in
the south-north direction) leaves the intersection (denoted by a
dashed arrowed line) and is the second road segment counted
anticlockwise from the south, and therefore set ©2 is assigned.
The same assign scheme applies to other types of intersections
such as four-way intersections and five-way intersections, as
shown in Fig. 5(b) and 5(c).

Furthermore, as the density of vehicles at intersections could
be very high because of traffic control such as traffic lights
and speed limits, we do not further divide set ©k , k ∈ [1, n],
according to lanes at intersections in order to fully utilize time
slots in set ©k . To guarantee that any two neighboring road
segments connecting to the same intersection are collision-free,
the range of slot sets on each road segment is defined to be the
maximum size of a possible THS, which is 2R, as shown in
Fig. 5(a).

Splicing road segments with intersections: For any given road
segment and the corresponding intersections associated with the
road segment, it is straightforward to splice the slot assignment
schemes according to the geographical connection between the
road segment and the intersections. For example, in Fig. 6, the
left-direction road segment is partitioned into three parts and
associated with three slot sets, i.e., set ©i associated with a
range of 2R at the very left end of the road segment, set ©m
associated with a range of 2R at the very right end, and set L in
between.

On one hand, due to the high density of vehicles at intersec-
tions, it is possible that vehicles at intersections would contend
for time slots if the number of time slots in set ©k , k ∈ [1, n], is
not sufficient. On the other hand, the density of vehicle at the
middle of road segments tends to be low. To mitigate the slot
shortage issue at intersections, in MoMAC, two extra ranges of
2R are added. For example of the left road segment in Fig. 6, if
set L and set ©m have common subset, a range of 2R associated
with set L −©m is arranged after set ©m . The purpose of this ar-
rangement is to release time slots occupied by vehicles that have
already left the intersection so that there are more free time slots
available in set ©m for vehicles that are still at the intersection.
Similarly, a range of 2R associated with set L −©i is arranged
before set ©i .

D. Time Slot Access Approach

In the header of each packet transmitted on the control chan-
nel, the transmitting node x should include set Ncch(x) and
the time slot used by each node y ∈ Ncch(x). When a node x
needs to acquire a time slot, it firstly listens to the channel for
S consecutive time slots (not necessarily in the same frame). At
the end of the S slots, the node x can obtain the information of
N 2

cch(x) and U(x). As the set of G(x) can be achieved based on
the belonging to which road and which lane information of the
vehicle as described in above subsection, the node x can derive
set A(x) = G(x) − U(x) and randomly choose a slot t from
set A(x) to use. After the node x transmits at the time slot t, it
listens to the next S − 1 slots to determine whether the attempt
to acquire the slot t is successful. If packets received from all
z ∈ Ncch(x) indicate that x ∈ Ncch(z), it means that there is
no other node in the two-hop ranges of x attempting to access
the same slot t. In this case, node x is successful in acquiring
slot t and each node z ∈ Ncch(x) adds x to its Ncch(z) and
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Fig. 5. Assigning time slots at intersections.

Fig. 6. Splicing road segments with intersections.

updates the corresponding set U(z). Otherwise, there is at least
one node within the two-hop range of node x contending with
x for slot t, and collisions (called access collisions) happen. As
a result, all nodes contending for slot t fail and each of them
attempts to acquire a new time slot until succeeds. Similarly, at
the end of each time slot, a particular node x can actively per-
form the collision detection by checking a received packet from
node y ∈ Ncch(x). If the packet indicates that x /∈ Ncch(y), the
transmission from node x collides at node y with other con-
current transmissions. Once a collision is detected, node x will
release its time slot and try to gain a new time slot.

In addition, in MoMAC, a node x needs to actively release its
time slot and acquire a new one whenever necessary in order to
adapt its real-time road scenarios such as changing a lane and
entering or leaving an intersection. As shown in Fig. 4, assume
that a vehicle x moves in the second lane of a right-direction
road segment and thus the current G(x) is R2. Later, when
vehicle x changes the lane from the second lane to the first lane
(e.g., about to make a right turn), its G(x) now also changes
to R1. Based on the latest updated U(x), if there is a free time
slot in R1, it releases the original time slot in R2 and choose a
new time slot in R1 for transmission; otherwise, it would keep
its time slot in R2 until a free time slot in R1 is available or a
collision with another vehicle in the second lane using the same
time slot is detected. In this way, merging collisions caused by
mobility changes can be greatly reduced. In MoMAC, although
vehicles need to change slot frequently, it will not cause extra
overhead cost to the original TDMA schemes. All decisions can
be made based on information heard from one-hop neighbors
and the local position information.

V. PERFORMANCE ANALYSIS

In this Section, we first evaluate the average number of colli-
sions for existing TDMA-based MACs and MoMAC to demon-
strate the efficiency of MoMAC theoretically. To make the

MoMAC design more convincing, we then analyze the packet
overhead and the medium access delay in MoMAC.

A. Average Number of Collisions

Existing TDMA-based MACs focus on how vehicles acquire
time slots, detect collisions, reapply after collisions and access
time slots on an individual time slot set. What MoMAC making
difference on is, when time slot sets merge due to the diverse
mobility. In this subsection, we theoretically analyze the aver-
age number of collisions of existing TDMA-based MACs and
MoMAC respectively.

Collisions in existing TDMA-based MACs: In existing
TDMA-based MACs, for instance, in Fig. 7(a), there are n
(n ≥ 2) time slot sets, each slot set includes N time slots and
K vehicles accessing time slots on it. For safety applications,
each vehicle needs to be assigned with a distinct time slot, thus
N satisfies N ≥ nK. When these n time slot sets merge at an
intersection or in multi-lanes, hordes of vehicles from different
sets may access common time slots, incurring merging colli-
sions. For any specific time slot among N , let p0 and p1 be the
probability of 0 and 1 vehicle using the time slot, and we have

p0 =
(

CK
N −1

CK
N

)n

=
(

1 − K

N

)n

, (1)

p1 = C1
n

(
CK−1

N −1

CK
N

)(

1 − CK−1
N −1

CK
N

)n−1

= n
K

N

(

1 − K

N

)n−1

.

(2)

The probability that a collision happens at a specific time slot is
(1 − p0 − p1), meaning that two or more vehicles are accessing
the time slot simultaneously. Let P (i) be the probability of i
(i ≤ �nK

2 �) time slots among N encountering collisions, which
satisfies

P (i) = Ci
N (1 − p0 − p1)

i (p0 + p1)
N −i . (3)

Let M represent the average number of merging collisions, i.e.,

M =
� n K

2 �∑

i=1

i ∗ P (i). (4)

As shown in Fig. 7(a), assume 2 ∗ M vehicles meet merging
collisions, then these vehicles will try to acquire a new time
slot, incurring access collisions.2 Consider a problem that 2 ∗ x

2For simplification, we just consider collisions which are caused by two
vehicles. As three or more vehicles accessing a common slot simultaneously
happens rarely, which is also hard to find in our simulation results.
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Fig. 7. Merging happens, where n time slot sets, N time slots in a frame and K vehicles accessing time slots. In addition, white blocks denote free time slots
while colorful blocks denote occupied time slots.

vehicles simultaneously contend for y (2x ≤ y) free time slots.
Let p0 and p1 be the probability of 0 and 1 vehicle accessing an
any specific time slot among y time slots, i.e.,

p0 =
(y − 1)2x

y2x
, (5)

p1 =
(y − 1)2x−1

y2x
. (6)

Let P (i) be the probability of i (i ≤ x) time slots with access
collisions, i.e.,

P (i) = Ci
y (1 − p0 − p1)

i (p0 + p1)
y−i . (7)

Then the average number of access collisions A can be calcu-
lated as

A =
x∑

i=1

i ∗ P (i). (8)

Notice that, these 2 ∗ A collision vehicles will try to acquire a
new time slot, which may cause new access collisions. The new
average number of access collisions can be calculated like the
above process until all vehicles occupy an unique time slot and
then no collision will happen. Let Aj be the average number of
access collisions at the jth frame. In initial stage to calculate
A1, merging collisions M can be x and free time slots y is (N −
nK + 2M). Then A1 can be calculated through Eq. (8). Based
on the Aj , to compute Aj+1, x is Aj and y is (N − nK + 2Aj ).
Therefore, total average number of collisions T is

T = M +
∑

j=1

Aj . (9)

Collisions in MoMAC: In MoMAC, before time slot sets
merging, the time slots will be rescheduled based on the ve-
hicle mobility and road topologies described in Section IV. As
shown in Fig. 7(b), before n time slot sets merging, vehicles
are scheduled to disjoint time slot subsets. As a result, merg-
ing collisions M can be eliminated. However, when vehicles
change the mobility such as leaving the intersection, they have
to actively release their time slots and acquire a new one, which
would cause additional access collisions. For instance, at an
intersection, consider the access collisions caused by vehicles
leaving the intersection. For each road segment, like the prob-
lem described above, the initial x and y is (n−1)∗K

2∗n and N −K
n

Fig. 8. Theoretical average number of collisions under different road topolo-
gies with different configuration of N and K .

respectively,3 then A1 can be calculated. Based on Aj , x and

y can be expressed as Aj and (N −K
n − (n−1)∗K

n + 2 ∗ Aj ) for
calculating Aj+1. Differently, the last average number of access
collisions should multiply n, for n road segments existing, and
thus we have

T = n ∗
∑

j=1

Aj . (10)

Theoretical results: Fig. 8 shows the theoretical results of
Eq. (9) and (10) with different configuration of n, N and K. We
have the following three main observations. First, with the same
N and K, MoMAC always achieve a better performance under
all road topologies. For instance, when n, N and K is set to
be 5, 200 and 40, respectively, the average number of collisions
is 52.77 and 9.99 in existing MACs and MoMAC, respectively,
which about 81.1% collisions are reduced by MoMAC. Second,
when the road topology becomes complex, the average number
of collisions will increase in all MACs. However the increas-
ing range is more obvious in existing MACs, which means that

3We assume that, each vehicle enters another new road segment with an

equal probability. Thus, for a road segment, (n−1)∗K
n vehicles may enter it and

contend for unoccupied N −K
n time slots. Notice that, due to the traffic light

control, vehicles cannot enter a road segment at the same time. Thus, parameters
set here are for conservative calculation.
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MoMAC could be more scalable to adapt to different scenarios.
Third, when increasing the value of N and K, under all road
topologies, the average number of collisions increase in existing
MACs while decrease in MoMAC. The reason is that, bigger
values of N and K would cause much serious merging colli-
sions, while mitigate the effect of access collisions. However,
the merging collision has more negative effects than the access
collision, as shown in Eq. (9).

B. Packet Overhead

The main overhead of MoMAC is the needed coordination
information for medium access, including the vehicle IDs and
the corresponding time slot indexes of neighbors in OHS. Let
Vmax and V 2

max be the maximum number of vehicles existing in
a OHS and THS of one vehicle. The number of 
log2 V 2

max� bits
are needed to represent the individual ID of vehicles in its THS,
where the symbol 
.� is ceil function. To identify a specific time
slot among S slots, 
log2 S� bits are necessary. Hence, the total
overhead of MoMAC H (in bits) is

H = |Ncch(x)| (⌈log2 V 2
max� + 
log2 S

⌉)
. (11)

As the maximum OHS area of a vehicle is a circle with the
radius R, the Vmax on a road can be computed by

Vmax =
(

2R

lengthvehicle + distancesafety

)

∗ L, (12)

where the lengthvehicle is the length of a vehicle, normally 3-5 me-
ters for sedans, distancesafety is the safe following distances and
L is the number of lanes on the road. According to the 2 second
rules, drivers should drive at least 2 seconds behind the vehicle
in front during ideal conditions; given a normally speed 60 km/h
in the urban environment, the distancesafety can be obtained
distancesafety ≈ 35 m. Let R = 300 and L = 6 respectively for
normal case, then |Ncch(x)| = Vmax = ( 600

5+35 ) ∗ 6 = 90. Con-
sidering the conservative setting to guarantee each vehicle with
a unique time slot in a THS, we set the S and V 2

max to be 200
empirically. The overhead in this case is H = 90 ∗ 16 = 1440
bits ≈ 180 bytes. As the size of application data broadcasted by
safety applications in VANETs is small, normally 200-500 bytes
[29], adding such extra 180 bytes coordination data in broadcast
packets is acceptable due to the total packet size is far less than
the size of MAC layer protocol data unit.

C. Medium Access Delay

To consider the medium access delay of safety applications,
we can analyze the following two cases. First, when a vehicle
has acquired a time slot and use it in all contiguous frames
without collisions called stable state, the access delay depends
on the number of S and the duration of a time slot. Consid-
ering that the total packet size of MoMAC is 380 bytes and
DSRC radios adopt a moderate transmission rate 12 Mbps [8],
the transmission needs 0.25 ms. After adding a extra 0.05 ms
for guard periods and the physical layer overhead, a 0.3 ms time
slot duration can be set. A complete frame last S = 200 time slot
durations, i.e., 60 ms, which means that the vehicle can access
the medium once every 60 ms for safety message transmissions.
Adding the upper layers delay and the packets queueing delay,
it can still satisfy the stringent requirement 100 ms of most
high-level safety applications.

Fig. 9. The transition process of Xn .

Fig. 10. The access delay under unstable state.

Another case is when a vehicle (newly opened or after collid-
ing with others) tries to access a unique time slot, called unstable
state. Considering a THS vehicles, there are K vehicles con-
tending F free time slots. For safety applications, each vehicle
should be guaranteed an unique time slot; we only consider
F ≥ K. During every frame, each contending vehicle will try
to occupy a slot and can detect whether this trying acquisition
is successful; if the vehicle successfully acquired a time slot in
the frame, then the vehicle will end the contending process and
transfer to stable state; otherwise the vehicle has to continue
contending a slot in the following frame. Assuming that the K
contending vehicles are keeping in the same THS during the
contending process, the contending process can be modeled as
follows. Let Xn be the number of vehicles that have success-
fully acquired a unique time slot at the end of nth frame and
X0 = 0 be the initial state, Xn then is a stationary discrete-time
Markov chain and the transition process is shown in Fig. 94 with
the following transition probabilities,

pij =

⎧
⎪⎪⎪⎪⎪⎪⎪⎪⎨

⎪⎪⎪⎪⎪⎪⎪⎪⎩

f(j − i,K − i, F − i)
(F − i)K−i

0 ≤ i ≤ K − 2,

i ≤ j ≤ K;

1 i = j = K;

0 i > j or i = K − 1

or j = K − 1,
(13)

where the f(l, u, v) is the number of cases that for v available
free time slots, l nodes successfully acquire a unique time slot

4Note that, the Xn has no possibility to be the value K − 1, as one vehicle
cannot collide only by itself.
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Fig. 11. Snapshots of the simulated scenarios.

among u contending nodes. To compute the value of f(l, u, v),
l ≤ u ≤ v, we can consider the case that there are u balls needed
to pack into v boxes; each box can support more than one balls;
f(l, u, v) is the number of packing ways satisfying that existing
l boxes only contain one ball and the other v − l boxes are
either empty or contain more than one balls. Then the f(l, u, v)
satisfies

f(l, u, v) =

⎧
⎪⎪⎨

⎪⎪⎩

Cl
uAl

v ((v − l)u−l−
∑u−l

i=1 f(i, u − l, v − l)) 0 ≤ l < u;

Al
v l = u.

(14)

Based on this, the one-step transition probability matrix P can
be computed. Let Pn be the n-step transition probability matrix,
the first row of Pn represent the distribution of Xn , i.e.,

p(Xn = i) = Pn
1,i+1, i ∈ [0,K]. (15)

The probability that a specific vehicle successfully acquires a
unique time slot within n frames is

psuccess = ΣK
i=1

Ci−1
K−1

Ci
K

p(Xn = i) =
ΣK

i=1iP
n
1,i+1

K
(16)

Fig. 10 shows the numerical results of Eq. (16). For better com-
parison, we introduce a coefficient a to describe the relationship
between contending nodes K and available free time slots F ,
i.e.,

F = aK (17)

From Fig. 10, we have the following two guidelines. First, when
resource is limited, collisions should be carefully avoided as they
can incur severe access delay; for instance, when K = 10, to
achieve a more than 90% probability of successfully acquiring
a unique time slot, 7 frames, 3 frames and 2 frames are required
under the set of a = 1, a = 2 and a = 3, respectively. Second,
under the same resource conditions, collisions can also affect
the access delay; specifically, when a = 1, the probability can

reach 72% at the 5th frame with the set of K = 10, while the
probability would only be 39% at the 5th frame with the set
of K = 20. As safety applications in VANETs have a very low
tolerance in terms of messages delivery delay, medium access
delay as the main delay should be carefully guaranteed without
collisions, which is also the main focus of MoMAC.

VI. PERFORMANCE EVALUATION

In this section, we conduct extensive simulations to evaluate
the efficiency of MoMAC, considering various practical road
topologies and traffic conditions.

A. Methodology

Simulation setup: We conduct simulations to evaluate the
performance of MoMAC by using the Simulation of Urban
Mobility (SUMO)[30]. Specifically, we construct two typical
VANET scenarios, i.e., highways and urban surface road net-
work. Specifically, in the highway scenario, a bidirectional 8-
lane highway of 10 km long is used and each of the four lanes
in one direction is given a speed limit of 60 km/h, 80 km/h,
100 km/h and 120 km/h, respectively. On the other hand, in
the urban scenario, three different star topologies are used with
different types of intersections, i.e., 3-way, 4-way and 5-way,
locating at the center and connecting to three, four and five bidi-
rectional 6-lane roads of 4km long, respectively. Additionally,
a respective speed limit of 50 km/h, 60 km/h and 70 km/h is set
for each of the three lanes in one direction. Plus, traffic lights
are set at each inbound road segment at intersections with the
duration of green light being 20 s. Note that the reason that
we consider star topologies is to gain better control over differ-
ent traffic conditions, without losing generality. More complex
topologies can be easily build with star topologies.

In both scenarios, vehicles have different performance pa-
rameters, e.g., maximum velocity (ranging from 80 km/h to
240 km/h), acceleration ability (ranging from 1 m/s2 to 5 m/s2),
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Fig. 12. CDFs of rate of collision in different scenarios under moderate traffic
condition.

and deceleration ability (ranging from 3 m/s2 to 10 m/s2). We
configure ten different settings of vehicle parameters accord-
ing to the main types of vehicles on the market and randomly
associate one of them to every vehicle. To mimic different traf-
fic conditions in a day, vehicles are generated at the open end
of each road segment with respective rates heavy (10 vehi-
cles/lane/minute), moderate (5 vehicles/lane/minute), and light
(3 vehicles/lane/minute). Each vehicle randomly chooses the
destination road segment and the lane when enters a road seg-
ment, and are driven under the Krauss car-following model and
the LC2013 lane-changing model. In addition, driver imperfec-
tion parameter is also introduced in simulations to mimic normal
driving behaviors of human. Fig. 11 shows the simulated sce-
narios, including highways, three-way, four-way and five-way
intersections; vehicles with different colors are configured with
different performance.

In all simulations, the transmission range R is set to be 300 m
according to the observation that 802.11p-compatible onboard
units can support reliable data transmission within 300 m [27].
As the performance of MAC protocols is studied, we consider
all transmissions successful unless slot usage collisions happen.
Following the requirement of safety applications [3], the time
duration of a frame is set to be 100 ms in light with the rigid
time requirement on safety-related applications and the number
of time slots in a frame is set to be 200. Each simulation lasts
for 1,500 s of simulation time.

Performance metrics: We consider the following metrics to
evaluate the performance of MoMAC:

1) Rate of collisions: refers to the average number of
transmission collisions per frame per THS.5

5To get the metrics in per THS, the metric is calculated first for the whole
simulation area, and then multiplied by 2R

L or 2R
L × 1

N for the highway and
urban scenarios respectively, where 2R is a maximum THS length, L is the
length of the road segment and N is the number of inbound road segments at
an intersection.

Fig. 13. CDFs of rate of safety message transmissions in different scenarios
under moderate traffic condition.

Fig. 14. CDFs of rate of safety message receptions in different scenarios under
moderate traffic condition.

2) Rate of safety message transmissions: refers to the av-
erage number of successful safety messages transmis-
sions per frame per THS. A successful transmission
means when a node broadcast a packet, there is no
other concurrent transmissions happening at the same
time slot within its THS.

3) Rate of safety message receptions: refers to the average
number of successfully received packets per frame per
THS.
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Fig. 15. CDFs of rate of collisions under different traffic conditions in the four-way intersection scenario.

Fig. 16. CDFs of rate of safety message transmissions under different traffic conditions in the four-way intersection scenario.

We compare MoMAC with ADHOC-optimal (i.e., an up-
graded version of ADHOC MAC [5]) and VeMAC [6].

B. Impact of Various Road Topologies

We first evaluate how the road topology affects the MoMAC
performance. Fig. 12 shows the cumulative distribution func-
tions (CDFs) of rate of collisions in different scenarios with the
moderate traffic condition. We have the following two main ob-
servations. First, MoMAC can achieve lowest rate of collisions
in all scenarios. Second, with the topology becoming complex,
the performance of both VeMAC and ADHOC MAC degrade,
while the performance of MoMAC remains stable in all sce-
narios. For instance, the probability of a transmission without
being collided achieved by MoMAC is 85.9%, 82.8%, 76.8%,
and 73.6% in the highway, three-way intersection, four-way
intersection and five-way intersection, respectively, while the
probability in VeMAC is 71.7%, 59.8%, 30.4%, and 28.3%; in
ADHOC MAC, the values are less than 33.6% in all scenar-
ios. As more road segments combine at the intersection, more
vehicle sets will move together incurring hordes of merging
collisions. In MoMAC, just a slight increasing of transmission
collisions shows its advantages to adapting diverse road topolo-
gies.

Fig. 13 shows the CDFs of rate of safety message transmis-
sions in different scenarios. We have the following two main
observations. First, MoMAC can achieve supreme rate of safety
message transmissions in all scenarios. Second, the CDF gaps
between MoMAC and other two MACs increases when the
road topology becomes complex. For example, in Fig. 13(a),
the CDFs of rate of safety message transmissions under three
protocols are tightly closed, whereas in Fig. 13(d), the obvious
CDF gaps show up. As the road topology becomes compli-

cated and more vehicles are bound to merge, the transmission
collision effects on VeMAC and ADHOC MAC are more se-
rious than the effect on MoMAC. The similar observations are
also held for rate of safety message receptions, as shown in
Fig. 14. Differently, due to the broadcast scheme, much more
benefits are achieved by MoMAC in terms of rate of safety
message receptions. For instance, in Fig. 13(d) and 14(d), with
the CDF value of 0.5, the gap between MoMAC and other
two MACs of rate of safety message transmissions is about
10/frame/THS, while the gap of rate of safety message recep-
tions reaches 1200/frame/THS. This means that more than 1200
safety message receptions can be achieved every 100 ms by
vehicles in a THS when adopts MoMAC.

C. Impact of Dynamic Traffic Conditions

We further investigate the impact of traffic conditions on Mo-
MAC performance. Fig. 15 shows the CDFs of rate of collisions
under different traffic conditions in the four-way intersection
scenario. We have the following two main observations. First,
MoMAC can achieve the minimum number of collisions in all
traffic conditions. Second, with heavier traffics, the performance
degrades in all three MACs. However, when meeting the heav-
iest traffics as shown in Fig. 15(c), MoMAC still effectively
works with a probability of 49.9% without collisions, whereas
the probability is about 16.6% and 15.6% in VeMAC and AD-
HOC MAC, respectively. The results demonstrate that MoMAC
can work reliably under all traffic conditions while VeMAC and
ADHOC MAC have poor performance when meeting heavy
traffics. Fig. 16 shows the CDFs of rate of safety message trans-
missions under three different traffic conditions in the four-way
intersection scenario. We have the following two main observa-
tions. First, MoMAC achieves a higher rate of safety message
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transmissions in all traffic conditions. Second, the CDF gaps
between MoMAC and other two MACs become more obvious
when the traffic condition becomes heavier, which indicates that
the heavy traffic has slighter effects on MoMAC compared with
other two MACs. Results of rate of safety message receptions
are omitted due to the similar observations and space limitations.

VII. CONCLUSIONS AND FUTURE WORK

In this paper, we have proposed a mobility-aware TDMA
MAC protocol for VANETs, named as MoMAC, to reduce trans-
mission collisions in the moving. We have first identified two
common mobility scenarios that would incur massive transmis-
sion collisions in vehicular environments. A simple yet effective
slot assignment scheme is then proposed which fully utilizes the
underlying road topology and lane layout, to reply the potential
demands of vehicular mobility. To eliminate the hidden termi-
nal problem, MoMAC adopts a fully distributed slot access and
collision detection scheme. Theoretical analysis and extensive
simulation results demonstrate the efficiency of MoMAC. Our
future work is to utilize RSUs to act as coordinators, which can
calculate the current traffic condition, make an optimal slot as-
signment for uneven traffic, and broadcast to vehicles in vicinity.
MoMAC can fit in this solution very well as RSUs can listen
to all broadcasted messages and do statistics about the traffic
condition on each road segment and then use their time slots to
broadcast out the up-to-date slot assignment scheme. We leave
this as one interesting direction to further enhance the perfor-
mance of MoMAC in the future.

REFERENCES

[1] W. Xu et al., “Internet of vehicles in big data era,” IEEE/CAA J. Automatica
Sinica, vol. 5, no. 1, pp. 19–35, Jan. 2018.

[2] N. Cheng et al., “Big data driven vehicular networks,” IEEE Network, pp.
1–8, Aug. 2018, doi: 10.1109/MNET.2018.1700460.

[3] CAMP Vehicle Safety Communications Consortium et al., “Vehicle safety
communications project: Task 3 final report: Identify intelligent vehicle
safety applications enabled by DSRC,” National Highway Traffic Safety
Admin., US Department Transportation, Washington, DC, Mar. 2005.

[4] K. Abboud, H. Omar, and W. Zhuang, “Interworking of DSRC and cellular
network technologies for V2X communications: A survey,” IEEE Trans.
Veh. Technol., vol. 65, no. 12, pp. 9457–9470, Dec. 2016.

[5] F. Borgonovo, A. Capone, M. Cesana, and L. Fratta, “ADHOC MAC: New
MAC Architecture for Ad Hoc networks providing efficient and reliable
point-to-point and broadcast services,” Wireless Networks, vol. 10, no. 4,
pp. 359–366, Jul. 2004.

[6] H. A. Omar, W. Zhuang, and L. Li, “VeMAC: A TDMA-Based MAC
protocol for reliable broadcast in VANETs,” IEEE Trans. Mobile Comput.,
vol. 12, no. 9, pp. 1724–1736, Jun. 2013.

[7] F. Lyu et al., “SS-MAC: A Novel Time Slot-Sharing MAC for Safety
Messages Broadcasting in VANETs,” IEEE Trans. Veh. Technol., vol. 67,
no. 4, pp. 3586–3597, Apr. 2018.

[8] Standard for information technology-telecommunications and information
exchange between systems-local and metropolitan area networks-specific
requirements part 11: Wireless LAN medium access control (MAC) and
physical layer (PHY) specifications amendment 6: Wireless access in ve-
hicular environments, IEEE Std 802.11p-2010, Jul. 2010.

[9] W. Zhu, D. Gao, C. H. Foh, W. Zhao, and H. Zhang, “A Collision avoidance
mechanism for emergency message broadcast in urban VANET,” in Proc.
IEEE 83rd Veh. Technol. Conf. (VTC Spring), 2016, pp. 1–5.

[10] H. Nguyen-Minh, A. Benslimane, and D.-J. Deng, “Reliable broadcasting
using polling scheme based receiver for safety applications in vehicular
networks,” Veh. Commun., vol. 4, pp. 1–14, Apr. 2016.

[11] Q. Ye, W. Zhuang, L. Li, and P. Vigneron, “Traffic-Load-adaptive medium
access control for fully connected mobile Ad hoc networks,” IEEE Trans.
Veh. Technol., vol. 65, no. 11, pp. 9358–9371, Nov. 2016.

[12] H. Zhou et al., “TV white space enabled connected vehicle networks:
Challenges and solutions,” IEEE Netw., vol. 31, no. 3, pp. 6–13, May
2017.

[13] T. Taleb, E. Sakhaee, A. Jamalipour, K. Hashimoto, N. Kato, and Y.
Nemoto, “A stable routing protocol to support ITS services in VANET
networks,” IEEE Trans. Veh. Technol., vol. 56, no. 6, pp. 3337–3347, Nov.
2007.

[14] L. Yao, J. Wang, X. Wang, A. Chen, and Y. Wang, “V2X Routing in a
VANET based on the hidden markov model,” IEEE Trans. Intell. Trans-
portation Syst., vol. 19, no. 3, pp. 889–899, Mar. 2018.

[15] X. Ge, J. Ye, Y. Yang, and Q. Li, “User mobility evaluation for 5G small
cell networks based on individual mobility model,” IEEE J. Sel. Areas
Commun., vol. 34, no. 3, pp. 528–541, Mar. 2016.

[16] “Google maps for mobile,” [Online]. Available: http://www.google.com/
mobile/maps/, Accessed on: Jun. 2016.

[17] B. Wang, Q. Ren, Z. Deng, and M. Fu, “A Self-Calibration method for
nonorthogonal angles between gimbals of rotational inertial navigation
system,” IEEE Trans. Ind. Electron., vol. 62, no. 4, pp. 2353–2362, Oct.
2015.

[18] Z. Wu, J. Li, J. Yu, Y. Zhu, G. Xue, and M. Li, “L3: Sensing driving
conditions for vehicle lane-level localization on highways,” in Proc. IEEE
INFOCOM, Jul. 2016, pp. 1–9.

[19] M. Hadded, P. Muhlethaler, A. Laouiti, R. Zagrouba, and L. A. Saidane,
“TDMA-based mac protocols for vehicular ad hoc networks: A survey,
qualitative analysis, and open research issues,” IEEE Commun. Surveys
Tut., vol. 17, no. 4, pp. 2461–2492, Jun. 2015.

[20] R. Zhang, X. Cheng, L. Yang, X. Shen, and B. Jiao, “A novel centralized
TDMA-Based scheduling protocol for vehicular networks,” IEEE Trans.
Intell. Transp. Syst., vol. 16, no. 1, pp. 411–416, Feb. 2015.

[21] A. Ahizoune, A. Hafid, and R. B. Ali, “A contention-free broadcast pro-
tocol for periodic safety messages in vehicular ad-hoc networks,” in Proc.
IEEE Local Comput. Netw. Conf., Oct. 2010, pp. 48–55.

[22] M. S. Almalag, S. Olariu, and M. C. Weigle, “TDMA Cluster-Based MAC
for VANETs (TC-MAC),” in Proc. IEEE Int. Sympo. World Wireless,
Mobile Multimedia Netw., Jun. 2012, pp. 1–6.

[23] F. Borgonovo, A. Capone, M. Cesana, and L. Fratta, “RR-ALOHA, a
reliable r-aloha broadcast channel for ad-hoc inter-vehicle communication
networks,” in Proc. Med-Hoc-Net, vol. 2002, 2002.

[24] W. Yang, P. Li, Y. Liu, and H. Zhu, “Adaptive TDMA slot assignment pro-
tocol for vehicular ad-hoc networks,” J. China Univ. Posts Telecommun.,
vol. 20, no. 1, pp. 11–25, Feb. 2013.

[25] X. Jiang and D. H. C. Du, “PTMAC: A prediction-based TDMA MAC
protocol for reducing packet collisions in VANET,” IEEE Trans. Veh.
Technol., vol. 65, no. 11, pp. 9209–9223, Nov. 2016.

[26] Y. Li, “An Overview of the DSRC/WAVE Technology,” in Proc. Quality,
Rel., Security Robustness Heterogeneous Networks. New York, NY, USA:
Springer, Nov. 2012, pp. 544–558.

[27] F. Lv et al., “An empirical study on urban IEEE 802.11p vehicle-to-vehicle
communication,” in Proc. 13th Annu. IEEE Int. Conf. Sensing, Commun.,
Netw., Jun. 2016, pp. 1–9.

[28] F. Bai, D. D. Stancil, and H. Krishnan, “Toward understanding characteris-
tics of dedicated short range communications (DSRC) from a perspective
of vehicular network engineers,” in Proc. ACM MobiCom, Sep. 2010,
pp. 329–340.

[29] DSRC Committee, “Dedicated Short Range Communications (DSRC)
Message Set Dictionary,” Soc. Automotive Eng., Warrendale, PA, USA,
Tech. Rep. J2735 200911, Nov. 2009.

[30] DLR Institute of Transportation Systems, “SUMO: Simulation of Urban
MObility,” [Online]. Available: http://www.dlr.de/ts/en/desktopdefault.
aspx/tabid-1213/, Accessed on: Dec. 2016.

Feng Lyu (M’18) received the B.S. degree in soft-
ware engineering from Central South University,
Changsha, China, in 2013 and the Ph.D. degree from
Shanghai Jiao Tong University, Shanghai, China, in
2018. His research interests include vehicular ad hoc
networks, cloud/edge computing, and big data driven
application design.

http://dx.doi.org/10.1109/MNET.2018.1700460
http://www.google.com/mobile/maps/
http://www.google.com/mobile/maps/
http://www.dlr.de/ts/en/desktopdefault.aspx/tabid-1213/
http://www.dlr.de/ts/en/desktopdefault.aspx/tabid-1213/


10602 IEEE TRANSACTIONS ON VEHICULAR TECHNOLOGY, VOL. 67, NO. 11, NOVEMBER 2018

Hongzi Zhu (M’10) received the M.Eng. and B.S.
from Jilin University, Changchun, China, in 2001 and
2004, respectively, and the Ph.D. degree from Shang-
hai Jiao Tong University, Changchun, China, in 2009.
He was a Postdoctoral Fellow with the University of
Waterloo and the Hong Kong University of Science
and Technology in 2009 and 2010, respectively. He is
currently an Associate Professor with the Department
of Computer Science and Engineering, Shanghai Jiao
Tong University. His research interests include wire-
less networks, mobile sensing and mobile computing,

and vehicular ad hoc networks. He was the recipient of the Best Paper Award
from IEEE Globecom 2016. He is a member of IEEE Computer Society and
IEEE Communications Society.

Haibo Zhou (M’14–SM’18) received the Ph.D. de-
gree in information and communication engineer-
ing from Shanghai Jiao Tong University, Shanghai,
China, in 2014. From 2014 to 2017, he was a Postdoc-
toral Fellow with the Broadband Communications
Research Group, ECE Department, University of Wa-
terloo. He is currently an Associate Professor with the
School of Electronic Science and Engineering, Nan-
jing University, Nanjing, China. His research interests
include resource management and protocol design in
cognitive radio networks and vehicular networks.

Liping Qian (S’08–M’10–SM’16) received the
Ph.D. degree in information engineering from the
Chinese University of Hong Hong, Hong Kong, in
2010. During 2010–2011, she was a Postdoctoral Re-
search Associate with the Chinese University of Hong
Kong, Hong Kong. Since 2011, she has been with the
College of Information Engineering, Zhejiang Uni-
versity of Technology, Hangzhou, China, where she
is currently a Full Professor. From 2016 to 2017, she
was a Visiting Scholar with the Broadband Commu-
nications Research Group, ECE Department, Univer-

sity of Waterloo. Her research interests include wireless communication and
networking, resource management in wireless networks, massive IoTs, mobile
edge computing, emerging multiple access techniques, and machine learning
oriented towards wireless communications. She was a co-recipient of the IEEE
Marconi Prize Paper Award in Wireless Communications in 2011, and the Best
Paper Award from IEEE ICC 2016, and the Best Paper Award from IEEE Com-
munication Society GCCTC 2017. She is currently on the Editorial Board of
IET Communications.

Wenchao Xu received the B.E. and M.E. degrees
from Zhejiang University, Hangzhou, China, in 2008
and 2011, respectively. He is currently working to-
ward the Ph.D. degree at the Department of Electrical
and Computer Engineering, University of Waterloo,
Waterloo, ON, Canada. In 2011, he was with Al-
catel Lucent Shanghai Bell Co. Ltd., where he was
a Software Engineer for telecom virtualization. His
research interests include wireless communications
with emphasis on resource allocation, network mod-
eling, and mobile data offloading.

Minglu Li (M’08–SM’10) received the Ph.D. degree
in computer software from Shanghai Jiao Tong Uni-
versity, Shanghai, China, in 1996. He is currently a
Full Professor and the Vice Dean of the School of
Electronics Information and Electrical Engineering,
the Director of Network Computing Center, Shanghai
Jiao Tong University. His research interests include
grid computing, services computing, and sensor net-
works.

Xuemin (Sherman) Shen (M’97–SM’02–F’09) re-
ceived the B.Sc. degree from Dalian Maritime Uni-
versity, Dalian, China, in 1982 and the M.Sc. and
Ph.D. degrees in 1987 and 1990, respectively, from
Rutgers University, NJ, USA, all in electrical engi-
neering. He is currently a University Professor and
the Associate Chair of graduate studies with the De-
partment of Electrical and Computer Engineering,
University of Waterloo, ON, Canada. His research
interests include resource management, wireless net-
work security, social networks, smart grid, and ve-

hicular ad hoc and sensor networks. He was the Technical Program Committee
Chair/Co-Chair for IEEE Globecom’16, Infocom’14, IEEE VTC’10 Fall, and
Globecom’07, the Symposia Chair for IEEE ICC’10, the Tutorial Chair for IEEE
VTC’11 Spring and IEEE ICC’08, the General Co-Chair for ACM Mobihoc’15,
Chinacom’07 and the Chair for IEEE Communications Society Technical Com-
mittee on Wireless Communications. He was the Editor-in-Chief for the IEEE
INTERNET OF THINGS JOURNAL, IEEE NETWORK, Peer-to-Peer Networking and
Application, and IET Communications; a Founding Area Editor for the IEEE
TRANSACTIONS ON WIRELESS COMMUNICATIONS; an Associate Editor for the
IEEE TRANSACTIONS ON VEHICULAR TECHNOLOGY, COMPUTER NETWORKS,
AND ACM/WIRELESS NETWORKS, etc.; and the Guest Editor for the IEEE JSAC,
IEEE WIRELESS COMMUNICATIONS, and IEEE COMMUNICATIONS MAGAZINE,
etc. He was the recipient of the Excellent Graduate Supervision Award in 2006,
and the Premiers Research Excellence Award in 2003 from the Province of On-
tario, Canada. He is a Registered Professional Engineer in the State of Ontario,
Canada, an Engineering Institute of Canada Fellow, a Canadian Academy of
Engineering Fellow, a Royal Society of Canada Fellow, and a Distinguished
Lecturer of the IEEE Vehicular Technology Society and Communications
Society.



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /sRGB
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Algerian
    /Arial-Black
    /Arial-BlackItalic
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BaskOldFace
    /Batang
    /Bauhaus93
    /BellMT
    /BellMTBold
    /BellMTItalic
    /BerlinSansFB-Bold
    /BerlinSansFBDemi-Bold
    /BerlinSansFB-Reg
    /BernardMT-Condensed
    /BodoniMTPosterCompressed
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /BritannicBold
    /Broadway
    /BrushScriptMT
    /CalifornianFB-Bold
    /CalifornianFB-Italic
    /CalifornianFB-Reg
    /Centaur
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /Chiller-Regular
    /ColonnaMT
    /ComicSansMS
    /ComicSansMS-Bold
    /CooperBlack
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FootlightMTLight
    /FreestyleScript-Regular
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /HarlowSolid
    /Harrington
    /HighTowerText-Italic
    /HighTowerText-Reg
    /Impact
    /InformalRoman-Regular
    /Jokerman-Regular
    /JuiceITC-Regular
    /KristenITC-Regular
    /KuenstlerScript-Black
    /KuenstlerScript-Medium
    /KuenstlerScript-TwoBold
    /KunstlerScript
    /LatinWide
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaBright
    /LucidaBright-Demi
    /LucidaBright-DemiItalic
    /LucidaBright-Italic
    /LucidaCalligraphy-Italic
    /LucidaConsole
    /LucidaFax
    /LucidaFax-Demi
    /LucidaFax-DemiItalic
    /LucidaFax-Italic
    /LucidaHandwriting-Italic
    /LucidaSansUnicode
    /Magneto-Bold
    /MaturaMTScriptCapitals
    /MediciScriptLTStd
    /MicrosoftSansSerif
    /Mistral
    /Modern-Regular
    /MonotypeCorsiva
    /MS-Mincho
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /NiagaraEngraved-Reg
    /NiagaraSolid-Reg
    /NuptialScript
    /OldEnglishTextMT
    /Onyx
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Parchment-Regular
    /Playbill
    /PMingLiU
    /PoorRichard-Regular
    /Ravie
    /ShowcardGothic-Reg
    /SimSun
    /SnapITC-Regular
    /Stencil
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /TempusSansITC
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanMTStd
    /TimesNewRomanMTStd-Bold
    /TimesNewRomanMTStd-BoldCond
    /TimesNewRomanMTStd-BoldIt
    /TimesNewRomanMTStd-Cond
    /TimesNewRomanMTStd-CondIt
    /TimesNewRomanMTStd-Italic
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Times-Roman
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /VinerHandITC
    /Vivaldii
    /VladimirScript
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZapfChanceryStd-Demi
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages false
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 900
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.00111
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages false
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 1200
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.00083
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages false
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.00063
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <FEFF00560065007200770065006e00640065006e0020005300690065002000640069006500730065002000450069006e007300740065006c006c0075006e00670065006e0020007a0075006d002000450072007300740065006c006c0065006e00200076006f006e002000410064006f006200650020005000440046002d0044006f006b0075006d0065006e00740065006e002c00200075006d002000650069006e00650020007a0075007600650072006c00e40073007300690067006500200041006e007a006500690067006500200075006e00640020004100750073006700610062006500200076006f006e00200047006500730063006800e40066007400730064006f006b0075006d0065006e00740065006e0020007a0075002000650072007a00690065006c0065006e002e00200044006900650020005000440046002d0044006f006b0075006d0065006e007400650020006b00f6006e006e0065006e0020006d006900740020004100630072006f00620061007400200075006e0064002000520065006100640065007200200035002e003000200075006e00640020006800f600680065007200200067006500f600660066006e00650074002000770065007200640065006e002e>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create PDFs that match the "Suggested"  settings for PDF Specification 4.0)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


